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ABSTRACT

Usable security has distinctive usability challenhdeecause the need for security often means thatatd
human-computer-interaction approaches cannot bectfirapplied. An important usability goal for knedge-based
authentication systems is to support users in Setepasswords of higher security, in the sendsetrig from an expanded
effective security space. This paper presents &gliated evaluation of the Persuasive Cued Clidkt®ayraphical
password scheme, including usability and securibfuations, and implementation considerations ukimywvledge based
authentication mechanisms. We use persuasion lieeimde user choice in click-based graphical passsyancouraging
users to select more random points, and hence dilfiilt to guess, click-points. Our resulting sthe comprehensively
reduces hotspots while still maintaining its usapil
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